
Here are 5 things you can do to avoid a Coronavirus scam:

Ignore offers for vaccinations and home 
test kits. 

Scammers are selling products to treat or prevent 
COVID-19 without proof that they work.

Hang up on robocalls. 
Scammers use illegal sales call to get your money and 
your personal information.

Watch out for phishing emails and 
text messages. 

Don’t click on links in emails or texts you didn’t expect.

Research before you donate. 
Don’t let anyone rush you into making a donation. Get 
tips on donating wisely at ftc.gov/charity.

If you see a scam, report it to
Federal Trade Commission ftc.gov/complaint

Coronavirus Scams
KEEP CALMand Avoid

Stay in the know. 
Go to ftc.gov/coronavirus/scams for the latest 
information on scams. Sign up to get FTC’s alerts at 
ftc.gov/subscribe.

http://ftc.gov/charity
http://ftc.gov/complaint
http://ftc.gov/coronavirus/scams
http://ftc.gov/subscribe


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

As the United States and the world deal 
with the ongoing pandemic, the FBI’s 
national security and criminal 
investigative work continues. There are 
threats you should be aware of so you 
can take steps to protect yourself.  
 
 Children who are home from school and 

spending more time online may be at increased 
risk for exploitation. 

 Anyone can be targeted by hackers and 
scammers. 

 Protecting civil rights and investigating hate 
crimes remain a high priority for the FBI. 

 

Use the resources on this page to help keep 
yourself and your family safe from these and 
other threats.                  Revised  May  15, 2020  

Federal Resources  
 

For accurate and up-to-date information on 
COVID-19, please visit coronavirus.gov 
&  CDC.gov/coronavirus. 
 

Learn how the Department of Justice is 
responding at  Justice.gov/coronavirus. 
 

Learn more about what the Federal 
government is doing at  
USA.gov/coronavirus. 
 
 

Report COVID-19 Fraud   
Victims of a scam or attempted fraud involving COVID-19, can take action via: 

-  Contact the National Center for Disaster Fraud hotline at 866-720-5721 or online at 
 justice.gov/DisasterComplaintForm 

-  Report it to the FBI’s Internet Crime Complaint Center at  www.ic3.gov 

-  Contact your local FBI field office or submit a tip online at tips.fbi.gov 

-  The head of the FBI Financial Crimes Section discusses scams and crimes related to the COVID 19 
and offers tips on how to protect yourself. 

Urges Vigilance 
During COVID-19  
Pandemic  

Drug  Enforcement Administration’s response to COVID-19  
DEA is protecting the nation’s prescription drug supply chain 
During the unprecedented health emergency caused by the ongoing coronavirus (COVID-19) pandemic, the health 
and safety of our communities is DEA’s top priority.   DEA is responding appropriately to ensure Americans 
continue to have access to necessary medications and controlled substances.  DEA’s efforts include supporting 
prescribing practices that limit exposure, enabling uninterrupted access to practitioners, and safeguarding a 
consistent and reliable drug supply. 
 Department of Justice  /  Drug Enforcement Administration  /  DEA Headquarters           www.DEA.gov 

FBI

www.coronavirus.gov
https://www.cdc.gov/coronavirus/2019-nCoV/index.html
https://www.justice.gov/coronavirus
https://www.usa.gov/coronavirus
https://www.cdc.gov/coronavirus/2019-nCoV/index.html
https://www.ic3.gov/default.aspx
https://www.ic3.gov/default.aspx
https://www.justice.gov/disaster-fraud
https://www.justice.gov/DisasterComplaintForm
https://www.fbi.gov/contact-us/field-offices
https://tips.fbi.gov/
https://www.fbi.gov/news/stories/protect-yourself-from-covid-19-scams-040620
www.fbi.gov
https://www.dea.gov/press-releases/2020/03/20/deas-response-covid-19
www.DEA.gov
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